C2652 認証実施規程（CPS）

国立情報学研究所 学術情報ネットワーク運営・連携本部  
高等教育機関における情報セキュリティポリシー推進部会

**改定履歴**

|  |  |  |
| --- | --- | --- |
| 日付・文書番号 | 改定内容 | 担当 |
| 2007年10月31日  A2652 | 新規作成 | 国立大学法人等における情報セキュリティポリシー策定作業部会 |
| 2013年7月5日  B2652 | 文書番号の変更のみ | － |
| 2015年10月9日  C2652 | 文書番号の変更のみ | － |

本文書の内容についてのご質問、ご意見は以下まで電子メールにてお寄せください。

sp-comment[at]nii.ac.jp　（[at]を＠に置き換えてください）

担当者の所属は改定当時のものです。担当者への直接のご質問はご遠慮ください。

　大学等高等研究機関で運用するPKI（Public Key Infrastructure）のための認証局において策定すべき認証実施規程（CPS：Certification Practice Statement）のサンプルについては、UPKIイニシアティブが策定・公開している以下の文書を参照のこと。

解説：学外との認証連携に学認を利用する場合、自機関において本規程の策定は不要である。

UPKI共通仕様書（UPKIイニシアティブ）

https://upki-portal.nii.ac.jp/upkispecific/

1) UPKI共通仕様　利用の手引き

2-1) キャンパスPKI CP/CPSガイドライン

2-2) キャンパスPKI CP/CPSテンプレート（フルアウトソース編）

2-3) キャンパスPKI CP/CPSテンプレート（IAアウトソース編）

3-1) キャンパスPKI 調達仕様ガイドライン

3-2) キャンパスPKI 調達仕様テンプレート（フルアウトソース編）

3-3) キャンパスPKI 調達仕様テンプレート（IAアウトソース編）